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Konspelktas

imetrinis kodavimas yra kriptografinis metodas, kuriame vienas raktas naudojamas tiek
S zinomajai, tiek ir koduojamai informacijai uzsifruoti bei atSifruoti. Tai reiskia, kad tie patys
raktai yra naudojami tiek kodavimui, tiek atkodavimui. Naudojamas raktas turi biti saugus, kad

nebiity galima dekoduoti informacijos neautorizuotiems asmenims.

Asimetrinis kodavimas (arba vieSyjy rakty kriptografija) yra kriptografinis metodas, kuriame naudojami
atskiri raktai kodavimui ir atkodavimui. VieSas raktas naudojamas informacijai uz$ifruoti, o privatus
raktas naudojamas uZSifruotos informacijos atkoduoti. Sis metodas yra saugesnis nei simetrinis

kodavimas, nes privatus raktas néra dalijamas su kitais asmenimis.

Kriptografinés sistemos yra iSorés atgarsinimo priemong¢s, leidziancios uZzsifruoti ir atkoduoti duomenis.
Jos naudojamos uztikrinti, kad informacija biity saugiai perduodama ir kad tik autorizuoti asmenys galéty
ja skaityti. Kriptografinés sistemos yra naudojamos tiek viesose, tiek privaciose komunikacijose, taip pat

verslo aplinkoje ir kitose srityse, kur reikalinga duomeny saugumas.

Duomeny kodavimas yra procesas, kuriuo duomenys arba informacija konvertuojami i§ vienos formos }
kitg, kad buty galima jy naudotis arba saugoti. Tai yra budas, kaip informacija yra pateikta kompiuteriui

arba kitaip tvarkoma.

Skai¢iavimo sistemos yra buidas, kaip skaiCiai yra pateikti ir naudojami skaiCiuoti arba atlikti
matematinius veiksmus. DaZniausiai naudojamos skaifiavimo sistemos yra dvejetainé (2 pagrindu),
aStuonainé (8 pagrindu), deSimtainé (10 pagrindu) ir SeSioliktainé (16 pagrindu). Kiekviena skai¢iavimo
sistema turi savo taisykles ir naudojimo metodus, taciau dvejetainé sistema yra daugiausiai naudojama

kompiuterijos srityje.



